TIETOSUOJASELOSTE

TPE Turun Pelti ja Eristys Oy ('Rekisterinpitdja’) sitoutuu kasittelemaan henkildtietoja EU:n
yleisen tietosuoja-asetuksen (GDPR) seka voimassa olevan kansallisen tietosuojalain
(1050/2018) mukaisesti. Pidatamme oikeuden paivittaa tata tietosuojaselostetta toimintamme
tai lainsdadanndn muuttuessa. Ajantasainen versio on aina saatavilla verkkosivuillamme, ja

suosittelemme tarkistamaan sen sisdlléon sdanndllisesti.

REKISTERINPITAJA

TPE Turun Pelti ja Eristys Oy
Y-tunnus: 2379699-6

Osoite: Varespellontie 10, 21500 PIIKKIO

REKISTERIASIOISTA VASTAAVA HENKILO
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1. HENKILOTIETOJEN KASITTELYN TARKOITUS/REKISTERIN
KAYTTOTARKOITUS

Henkil6tietoja kasitellddn asiakkuuteen ja asialliseen yhteyteen perustuvan suhteen
hoitamiseen, tilausten toimittamiseen ja laskuttamiseen, asiakastapahtumien
varmentamiseen, osapuolten oikeuksien ja velvollisuuksien toteuttamiseen, rekisterinpitéjan
toimintojen kehittdmiseen ja analysointiin, asiakasviestintéan, palveluiden toteuttamiseen
sekd markkinointiin ja mainontaan. Tietoja kasitelladn myos jarjestelmien kayttajahallintaan,
paasynhallinnan varmistamiseen seka tekniseen tietoturvaan (kuten lokitietojen seurantaan).
Rekisterissa voidaan késitellda muun muassa seuraaviin ryhmiin kuuluvia, rekisterin

kayttotarkoituksen kannalta tarpeellisia tietoja:

1. Asiakas- ja yhteisty6kumppanitiedot

e Perustiedot: Etu- ja sukunimi, sdhkdpostiosoite, puhelinnumero, asema/tehtava
yrityksessa.

¢ Organisaatiotiedot: Edustamansa organisaatio, Y-tunnus seka osoite- ja
toimitustiedot.

o Siahkoiset asiointitiedot: Kayttajatunnukset, asiakasnumerot ja tiedot
kayttooikeuksista (yrityksen omiin tai kolmannen osapuolen ohjelmistoihin, kuten
Clerk-tunnistautumispalveluun).

o Asiakkuustiedot: Tilaus-, laskutus- ja sopimustiedot, pankkiyhteystiedot
(maksuliikennetté varten) seka asiakkuuden alkamisajankohta.

o Yhteydenpito: Mahdolliset asiakaspalautteet, reklamaatiot ja muu séahkéinen viestinta.

2. Tyonhakijatiedot

e Tydnhakijan itsensa toimittamat tiedot, kuten ansioluettelo (CV), tydhakemus, tiedot

koulutuksesta ja tydkokemuksesta seka suosittelijatiedot.

3. Tekniset tiedot (verkkopalvelut)

¢ Yhteystiedot: IP-osoite ja verkkoliikenteen aikaleimat.
o Tekniset tiedot: Verkkopalvelun tekniset lokitiedot, kuten IP-osoite, selaintyyppi,
laitetyyppi ja kirjautumisajankohdat.
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o Toimenpidelokit: Kattavat lokitiedot palvelussa tehdyista toimenpiteista (esim.
tietojen katselu, muokkaus ja poistaminen) tietoturvan ja vaarinkaytosten selvittdmisen
varmistamiseksi.

o Evasteet: Evasteiden kautta kerattavat tiedot sivuston kaytosta.
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2. HENKILOTIETOJEN KERAAMINEN
Henkil6tietoja kerataan paasaantoisesti:

1. Rekisterdidylta itseltdaan

Asiakasasioinnin, tilausten, sopimusneuvotteluiden, verkkolomakkeiden,

sahkopostiviestinnan tai puhelinkeskustelujen yhteydessa.

Rekisterdidyn kayttdessa yhtidn sdhkoisia palveluja tai omia ohjelmistoja (sy6tetyt
tiedot).

2. Toiselta organisaatiolta (B2B)

Rekisterdidyn tyonantajalta tai paamiehelté (esim. alihankkijoiden tai tydmaalle
tulevien henkildiden yhteystiedot ja kulkulupatiedot).

3. Teknisesti ja automaattisesti

Yhtién omien ohjelmistojen ja verkkopalveluiden kaytdsta kertyvat lokitiedot ja
analytiikka.

e Evésteiden ja muiden vastaavien tekniikoiden avulla.
4. Yleisista ja julkisista lahteista

o Yritysten verkkosivuilta, YTJ:sta, kaupparekisterista ja muista julkisista
yritystietokannoista.

o Luottotietorekisterit (esim. asiakastiedon tarkistus luotonvalvontaa varten).
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3. TIETOJEN SAANNONMUKAISET LUOVUTUKSET

Emme myy tai vuokraa asiakasrekisterin tietoja kolmansille osapuolille. Tietoja luovutetaan

vain seuraavissa lakisaateisissa tai sopimukseen perustuvissa tilanteissa:

¢ Viranomaiset: Luovutamme tietoja viranomaisille (kuten Verohallinto) lakisdateisen
tiedonantovelvollisuuden perusteella (esim. rakennusalan tiedonantovelvollisuus).

o Tyomaat ja padurakoitsijat: Henkilttietoja (kuten kulkulupatiedot ja veronumerot)
voidaan luovuttaa tydmaan paatoteuttajalle kulunvalvontaa ja lakisaéateisia velvoitteita
varten.

e Perinta ja oikeusprosessit: Maksun laiminlydntitapauksissa tietoja voidaan luovuttaa

perintatoimistolle.
Palveluntarjoajat (Tietojenkasittelijat)

Kaytamme luotettuja kumppaneita, jotka kasittelevat henkilttietoja meidan lukuumme ja

puolesta. Naita ovat esimerkiksi:

e IT-infrastruktuuri: Microsoft (Microsoft 365 -palvelut).
¢ Identiteetinhallinta: Clerk (kdyttdjien tunnistautumis- ja kdyttdoikeustietojen kasittely
omissa ohjelmistoissamme).

e Laskutus ja kirjanpito: Visma

Kaikkien kumppaneiden kanssa on solmittu tietosuojasopimus (DPA), joka velvoittaa ne

noudattamaan GDPR:n vaatimuksia.
Tietojen siirto EU:n tai ETA:n ulkopuolelle

Kaytamme palveluidemme toteuttamiseen luotettavia kansainvalisia pilvipalveluita (kuten

Microsoft 365 ja kayttajahallintaan tarkoitettu Clerk).

Henkil6tietoja (kuten nimi, sdhkdpostiosoite ja tekniset lokitiedot) voidaan kasitellad teknisista
syistéd EU/ETA-alueen ulkopuolella sijaitsevilla palvelimilla, kuten Yhdysvalloissa.
Huolehdimme tietosuojan riittavasta tasosta kayttamalla ensisijaisesti EU-U.S. Data Privacy
Framework -jarjestelya tai Euroopan komission hyvaksymia mallisopimuslausekkeita

(Standard Contractual Clauses).
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Vastaamme siitd, ettd kaikki alihankkijamme noudattavat GDPR:n mukaisia

tietoturvavaatimuksia.
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4. HENKILOTIETOJEN SUOJAAMINEN

Rekisterinpitdja on toteuttanut tarvittavat tekniset ja organisatoriset toimet henkil6tietojen

suojaamiseksi.

1. Paasynhallinta ja Tunnistautuminen

Paasynhallinta: Paasy rekisterin tietoihin on rajattu vain niille tydntekijoéille, joiden
tyotehtavat sita vaativat. Kayttdoikeuksia hallitaan roolipohjaisesti (Entra ID, Clerk).
Vahva tunnistautuminen (MFA): Kriittisiin jarjestelmiin ja hallintatileihin kirjautuminen

edellyttdd monivaiheista tunnistautumista (MFA).

2. Verkkoturvallisuus ja Infrastruktuuri

Segmentointi ja Palomuuri: Verkko on jaettu segmenteiksi. Palvelimet ja jarjestelmét
on suojattu IDS/IPS-palomuureilla (Intrusion Detection/Prevention System).
Verkkosovellusten suojaus: Verkkopalveluissa kaytetdan SSL/TLS-salausta (HTTPS)
ja Web Application Firewallia (WAF) ulkoisten hydkkaysten torjumiseksi.

Lokitus ja Valvonta: Kaytt6a valvotaan jatkuvasti SIEM-jarjestelman (Security
Information and Event Management) avulla. Tapahtumalokit mahdollistavat

mahdollisten poikkeamien tarkan selvittdmisen ja jarjestelmien kaytdn valvonnan.

3. Tietojen turvallinen kasittely

Tietojen sijainti: Sahkdiset tiedot sailytetdan suojatuissa pilvipalveluissa (Microsoft
Azure/M365).

Kaytosta poistuvat jarjestelmat (Legacy): Kehitysvaiheessa olevat ja kaytosta
poistuvat vanhemmat jarjestelmat sisaltavat puutteellisia tietoturvaratkaisuja (esim.
salasanat ilman vahvaa salausta). Naiden jarjestelmien kayttd on rajattu minimiin ja ne

korvataan moderneilla ratkaisuilla kehityssuunnitelman mukaisesti.

4. Manuaalinen aineisto

Paperiset asiakirjat séilytetdan lukituissa tiloissa. Tarpeeton paperiaineisto havitetaan

tietoturvallisesti.
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5. REKISTEROIDYN OIKEUDET (GDPR)

Rekisterdidylla on seuraavat EU:n yleisen tietosuoja-asetuksen (GDPR) mukaiset oikeudet:

1. Oikeus saada paasy tietoihin (Tarkastusoikeus) Rekisterdidylla on oikeus saada tietaa,
mitd hanta koskevia tietoja rekisterissa kasitelldan. Hanelld on pyynnosté oikeus saada kopio

kasiteltavista tiedoista.

2. Oikeus tietojen oikaisemiseen Rekisterdidylla on oikeus vaatia, ettd hanté koskevat

virheelliset tai puutteelliset henkil6tiedot oikaistaan tai tdydennetdan viipymatta.

3. Oikeus tietojen poistamiseen (Oikeus tulla unohdetuksi) Rekisterdidylla on oikeus
pyytaa tietojensa poistamista jarjestelmasta, jos kasittelylle ei ole enda olemassa laillista

perustetta (esim. sopimussuhde on paattynyt eika lakisaateista sailytysvelvoitetta ole).

4. Oikeus kasittelyn rajoittamiseen Rekisterdidylld on oikeus pyytaa henkildtietojensa
kasittelyn rajoittamista tietyissa tilanteissa (esim. jos han kiistaa tietojen

paikkansapitavyyden).

5. Oikeus vastustaa kasittelya Rekisterdidylla on oikeus vastustaa henkil6tietojensa

kasittelya, jos kasittely perustuu oikeutettuun etuun (esim. suoramarkkinointi).

6. Oikeus siirtaa tiedot Rekisterdidylla on oikeus saada hanta koskevat tiedot koneellisesti
luettavassa muodossa ja siirtda ne toiselle rekisterinpitajalle, jos kasittely perustuu

suostumukseen tai sopimukseen.

7. Oikeus valittaa valvontaviranomaiselle Rekisterdidylla on oikeus tehda valitus
tietosuojavaltuutetulle, jos han katsoo, ettd henkilttietojen kasittelyssa on rikottu tietosuoja-

asetusta.
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6. OIKEUKSIEN KAYTTAMINEN JA PYYNTOJEN KASITTELY

Kaikki edelld mainitut pyynnét tulee toimittaa kirjallisesti (esim. séhkdpostitse) kohdassa

"Rekisteriasioista vastaava henkil®" mainitulle yhteyshenkildlle.

o Vastausaika: Vastaamme pyyntdihin viimeistddn kuukauden kuluessa pyynnén
vastaanottamisesta.

e Maksuttomuus: Tietojen toimittaminen on maksutonta (GDPR Art. 12(5)). Voimme
peria kohtuullisen hallinnollisen maksun vain, jos pyynnét ovat ilmeisen
perusteettomia tai kohtuuttomia (esim. niité esitetdan toistuvasti lyhyin valiajoin).

¢ Henkildllisyyden todentaminen: Rekisterinpitaja voi pyytaa lisatietoja pyynnon
esittajan henkildllisyyden varmistamiseksi. Pyynt6a ei tarvitse tehda paikan paalla tai

omakatisesti allekirjoitetulla kirjeell.
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